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# 商用密码平台一期建设

## 项目概述

密码是网络安全的基石，是维护网络安全最有效、最可靠、最经济、最系统的技术手段。尤其是在网络日渐开放融合，信息孤岛日渐消弭、传统网络安全防御体系日渐削弱、信 创国产化 替代任重道远的大趋势下，密码作为信息安全最后一道防线以及开放融合网络环境下的底层安全技术框架，应该得到前所未有的重视。

近年来医院电子认证密码系统的广泛应用，为我院实现常态化的密评合规、重构数字空间网络信任体系和网络新安全框架奠定了较好的基础，也充分证明密码安全技术在数字医疗领域的体系化应用需求已经到来。

上海市口腔医院已形成了包括医院内部网络、外网和互联网的完整网络体系，以及HIS、LIS、PACS、 MEMS、EMR、MHS以及互联网医院等为代表的信息化应用体系。医院具有一院多区复杂网络架构，全院分为闵行院区、黄浦院区、徐汇院区、浦锦院区、永嘉路门诊部等5个院区，采用串并联结合的方式通过裸光纤进行互联，具备业务系统分散、网络架构复杂，对于数据安全和管理带来极大挑战。随着数字医疗快速发展，在产业互联、万物互联、数字生态成为趋势、信息孤岛逐渐消弭的态势下，对于密码保障的需求将会越来越凸显，合规、正确、有效地使用密码，使用自主、安全、可控的密码服务，以密评改造为契机，加快推动密码安全保障基础设施的建设，对于推动重构数字医疗信息安全新体系具有重要意义，对于医院数字化转型具有战略意义。

立足我院打造一流智慧医院的发展思路，以密评为契机，以CA电子认证系统为基础，统筹规划我院密评改造工作、电子认证服务体系整合升级以及数字安全新框架构建，三位一体，对标基础设施，专业建设全院统一的密码安全权威保障体系，全面推动监管重点网络和信息系统的密码应用，是当前我院数字化建设的首要任务之一。

## 建设目标

针对现阶段密码应用不广泛、不规范、不安全的严峻现实，为了贯彻落实《网络安全法》、《密码法》、《保守国家秘密法（修订）》、《关键信息基础设施安全保护条例》、《数据安全法》、《电子签名法》、《商用密码应用安全性评估管理办法》（试行）等法律法规对于密码安全应用的要求，以及国家2021年发布的《商用密码应用安全评估制度》，数字化医院商用密码安全应用及管理项目首先定位为数字医院密码安全基础设施建设。目标是从密码能力设备、服务保障和管理监督角度，不仅点对点地满足当前密评改造合规的需求，而且长期系统性地满足“以评促改、以评促建、以评促管，一评三同步”四位一体的密评合规常态化需求，全方位满足全院网络与信息系统广泛、正确、安全使用密码的需求，数字化医院商用密码安全应用及管理项目的目标不仅是满足当下点对点密评合规的需求，更是要满足密评长期化、常态化、系统化的需求。

1. 落实GB/T 39786-2021要求：对标密评量化规则，点对点落实密评合规改造。
2. 升级密码应用安全基础能力：医院前期已部署证书管理系统、移动安全认证系统、数字签名验签系统、可信时间戳系统、电子签章系统、手写数字签名系统、医护人员数字证书等商用密码产品，基本可以解决数据安全的真实性、完整性和不可否认性需求，本期通过新增部署安全认证网关、服务器加密机、数据库加密机、文件加密网关、完整性保护工具、个人身份数字证书、SSL数字证书等基础密码产品满足数据安全机密性需求，完善密码应用安全基础服务能力。

利旧产品清单如下

|  |  |  |  |  |
| --- | --- | --- | --- | --- |
| 序号 | 产品名称 | 产品型号 | 单位 | 数量 |
| 1 | 签名验签系统 | Unitrust SVS | 套 | 1 |
| 2 | 时间戳系统 | Unitrust TSS |
| 3 | 电子签章系统 | Unitrust ESS |
| 4 | 移动安全认证系统 | Unitrust MTSP |
| 5 | 证书管理系统 | Unitrust RAG |
| 6 | 手写数字签名系统 | Unitrust DIDMS |

1. 打造密码安全基础设施：通过实施部署密码服务管理平台实现对全域密码应用的综合治理、服务保障以及随需调整、扩展和演进，掌握密评主动权，满足常态化、系统性的密评合规需求，避免运动式密评改造；统筹满足密码安全保障和电子认证服务基础设施需求。
2. 通过密码安全服务体系解决一院多区下信息系统的物理与环境安全、网络与通信安全、设备与计算安全以及为应用与数据安全提供真实性、机密性、完整性和不可否认性的密码服务支撑。

## 项目清单

### 硬件及服务清单

|  |  |  |  |  |
| --- | --- | --- | --- | --- |
| 序号 | 产品 | 功能描述 | 数量 | 最高限价 |
|
| 1 | 完整性保护工具 | 与医院已部署数字签名验签系统升级集成部署支持SM3-HMAC算法，以满足业务系统数据完整性保护需求中密码应用对SM3-HMAC算法使用需求。（详细需求见技术参数要求章节） | 1套 | 56700 |
| 2 | 个人身份数字证书 | 标识医护人员/工作人员网络实体身份。（详细需求见技术参数要求章节） | 800张 | 37800 |
| 3 | SSL数字证书 | 符合国际标准的国产SSL证书，由国内CA机构基于纯国产的CA PKI体系推出的本土化品牌，证书自主研发运营、安全可控。（详细需求见技术参数要求章节） | 2张/年 | 18900 |
| 4 | 安全网关系统 | 支持在标准的 SSL/TLS 协议下，通过网络隧道模式实现数据加密传输。支持 SM4 对称算法，SM2 非对称算法，SM3 摘要算法等国产密码算法。含3年原厂维保。（详细需求见技术参数要求章节） | 4台 | 425500 |
| 5 | 服务器密码机 | 密码机内可生成和安全存储各种类型的非对称密钥对、对称密钥;提供基于 SM1、SM2、SM43、SM4 等算法的签名/验签、加密/解密、密钥协商等功能。含3年原厂维保。（详细需求见技术参数要求章节） | 2台 | 283700 |
| 6 | 数据库加密机 | 基于符合国密算法，无需对应用程序、基础设施、业务结构进行更改就能实现加密保护，部署和使用不需要考虑额外的因素。含3年原厂维保。（详细需求见技术参数要求章节） | 1台 | 217500 |
| 7 | 统一认证系统 | 身份认证服务器提供包括数字证书、动态口令、短信验证码、生物特征等主流认证方式在内的多因素认证服务及统一身份认证登录、统一身份管理、统一认证授权等服务。含3年原厂维保。（详细需求见技术参数要求章节） | 1台 | 283700 |
| 8 | 文件加密网关 | 支持基于国产算法的国密SSL通道与文件系统密码模块客户端通信。支持应用系统免改造实现数据存储加密，不存在也不需要加解密接口开发和适配环节。含3年原厂维保。（详细需求见技术参数要求章节） | 1台 | 245900 |
| 9 | 密码服务管理平台 | 实现对全域密码应用的综合治理、服务保障以及随需调整、扩展和演进，掌握密评主动权，满足常态化、系统性的密评合规需求，避免运动式密评改造；统筹满足密码安全保障和电子认证服务基础设施需求。（详细需求见技术参数要求章节） | 1套 | 1210300 |

本次项目最高限价：278 0000.00元

说明：上海市口腔医院深化信息技术应用创新工作改造项目\_（商用密码平台一期建设）涉及的咨询管理费、监理费、软件测评费、系统集成费、安全测评费、密码测评费另行采购，不包含在本项目预算中。

## 产品及服务技术参数要求

### 完整性保护工具

|  |  |
| --- | --- |
| 序号 | 技术要求 |
| 1 | 对医院已部署签名验签系统进行升级，集成部署在签名验签系统内。 |
| 2 | 支持SM3-HMAC算法，以满足业务系统数据完整性保护需求中密码应用对SM3-HMAC算法使用需求。 |
| 3 | 支持步骤流程：1.应用系统服务节后增加MAC字段；2.要求尾部关联系统调用接口时传输MAC值；3.应用系统接口接收数据后有限计算比对MAC一致后再继续后续业务流程，否则认为改请求的数据部完整而拒绝处理。 |
| 4 | 集成接口：/Hmac/sign |
| 5 | 提供HMAC-SM3算法完整性保护模块接口说明。 |
| 6 | ▲兼容院内已部署签名验签服务器（详见1.2第2项利旧产品清单）。（提供兼容承诺函） |

### 个人身份数字证书

|  |  |
| --- | --- |
| 序号 | 功能指标要求 |
| 1 | 个人身份数字证书符合《上海市数字证书使用管理办法》，签发证书的CA机构为上海市电子政务电子认证服务机构。 |
| 2 | 要求能实现第三方CA的本地发放和管理，要求能实现数字证书的申请、审核、发放、作废、更新等业务功能，并能提供批量证书信息录入方便管理员进行证书制作，发放。 |
| 3 | 与医院HIS、LIS、PACS、EMR等业务系统已使用数字证书为同一根证书，可兼容互认。 |
| 5 | 要求证书应用能实现跨浏览器支持，能支持现有主流浏览器。 |
| 6 | 符合卫生部《卫生系统电子认证服务规范（试行）》，符合卫生部《卫生系统数字证书格式规范（试行）》 |
| 7 | 证书格式标准遵循X509 v3标准 |
| 8 | 支持存放介质：智能USBKey、蓝牙KEY、 SDKEY、及移动端终端文件证书安全存储。 |
| 9 | 支持自定义证书扩展域管理。 |

### SSL数字证书

|  |  |
| --- | --- |
| 序号 | 功能参数要求 |
| 1 | 确保网络服务在部署SSL证书后，可启用https协议，保证网络通讯的安全（防止数据在传输过程中被窃听、篡改和仿冒）和服务端身份有效识别。 |
| 2 | 证书兼容性及安全性要求：RSA算法兼容目前主流的浏览器包括Firefox、Android、IOS、java、Windows等，要求证书为国产自主品牌（提供商标注册证），具备自主管理、审核、签发证书的能力，审核数据不能出境，（提供签发界面截图）。以上两点必须同时具备。 |
| 3 | SM2算法数字证书兼容360安全浏览器、奇安信可信浏览器、海泰安全浏览器、赢达信安全浏览器。（提供兼容性证明文件） |
| 4 | 符合国内、国际双标准，并支持国际RSA、国密SM2密码算法。客户信息和审核数据不出境、严格保护，全网信任。(提供证明及说明材料） |
| 5 | 提供SSL证书申请、审核、签发、安装、备份、故障处理的全程一对一VIP人工服务。 |
| 6 | 签发SSL证书的关键信息基础设施均应在国内有机房、数据库支持，保证整体证书签发业务可用性需大于99.95%。 |
| 7 | SSL证书后台有OCSP\CRL不间断服务，支持国内的OCSP\CRL查询，服务均受国内网络优化，可用性需大于99.99%。 |

### 安全认证网关

|  |  |
| --- | --- |
| 序号 | 功能参数要求 |
| 1 | 采用SM2、SM3、SM4等国产密码算法，实现网络传输双向身份鉴别，通过建立基于国密算法的加密通道，终端用户数字证书身份验证支持当前的移动终端手机数字证书验证方式。 |
| 2 | 具有证书及校验文件管理模块，主要实现证书的导入及管理，负责CRL校验和证书链校验的配置管理。 |
| 3 | 具有隧道管理和代理配置模块，主要包含隧道添加和管理配置功能（包括隧道证书选择、客户端校验、加密协议及算法等配置），代理配置文件生成功能（支持ssh/sftp/telnet配置），链路启停相关操作等业务功能。（提供产品功能截图） |
| 4 | 具有日志管理审计模块，主要面向用户提供管理员登录和操作日志的查询、审计以及用户访问日志记录等功能。 |
| 5 | 具有系统相关模块，主要是对系统资源、内存使用、流量网速的监控以及管理员的管理等。 |
| 6 | 链路加密证书管理功能：系统可实现链路加密证书的管理功能，支持RSA和SM2证书的外部直接导入和内部生成文件用户自签导入。 |
| 7 | CRL和证书链配置功能：支持对客户端证书、服务端证书吊销列表CRL和校验证书链的导入和管理。 |
| 8 | 代理配置功能：系统提供代理配置页面，可实现根据页面填写的配置生成对应链路的四层和七层代理配置文件，通过访问链路配置监听的代理路径地址访问目的地址的功能，支持对代理地址的轮询、ip\_hash负载配置。（提供产品功能截图） |
| 9 | 链路操作功能：能提供通过管理页面操作链路的功能，包括启用、停用、重启访问链路以及配置文件的格式化。 |
| 10 | 隧道管理功能：提供隧道管理添加、展示的界面和功能。可通过添加隧道，整合转发链路中对应的吊销列表CRL、证书链校验、加密证书、加密算法、加密协议、转发代理等配置。生成的隧道链路支持在标准的SSL/TLS协议下实现数据加密传输。（提供产品功能截图） |
| 11 | 系统监控功能：能提供实时显示服务器系统资源使用量和访问流量的面板，主要展示CPU使用率、磁盘空间状态以及实时的上传、下载流量秒速和总流量数据等。 |
| 12 | 日志管理功能：提供详尽的管理员日志和访问日志管理功能。管理员日志能记录系统管理员所有的业务操作日志，包括系统登录、配置修改、服务操作等记录。访问日志能记录具体用户访问对应资源时的相关信息。 |
| 13 | 日志审计功能：能提供管理员操作日志的验证审计，保证日志记录的可靠性。 |
| 14 | 具备完善的三级管理员权限配置体系和管理审计分离管理体系。支持系统初始化人员管理、管理员管理、操作员管理等分级管理配置，支持系统和业务管理与审计分离管理原则。 |
| 15 | 具备数据和配置备份恢复功能：提供数据备份、恢复功能，为管理员提供基于web页面的操作界面实现数据备份、恢复，降低系统维护复杂度。 |
| 16 | 提供基于web页面操作方式的系统升级和版本更新功能 |
| 17 | 性能参数：  最大并发连接 SM4-SM3不小于30000 次连接  吞吐率 SM4-SM3 不小于 800 Mbps/秒  新建连接数 SM4-SM3不小于1000次连接/秒 |
| 18 | 国产化硬件：CPU、内存、主板、冗余双电源、密码卡等核心部件均采用国产化硬件。  ≥1块双端口万兆网卡及配套光模块和光纤跳线。 |
| 序号 | 资质要求 |
| 1 | 安全认证网关具备国家密码管理局商用密码检测中心颁发的《商用密码产品认证证书》，（提供证书复印件）。 |
| 2 | 安全认证网关具备公安部计算机信息系统安全产品质量监督检测中心颁发的《网络安全专用产品安全检测证书》（提供证书复印件）。 |
| 3 | 安全认证网关具备国家网络与信息系统安全产品质量检验检测中心颁发的《信息技术产品安全测试证书》（提供证书复印件） |

### 服务器密码机

|  |  |
| --- | --- |
| 序号 | 功能参数要求 |
| 1 | 支持算法：支持 SM2 国密标准非对称算法；RSA 国际标准非对称算法；支持 SM1、SM4、SM7、ZUC 等国密标准对称算法；DES/3DES、AES 等国际标准对称算法；支持 SM3 国密标准杂凑算法；SHA256/SHA2 等国际标准杂凑算法。 |
| 2 | 采用由国家密码管理局批准使用的双物理噪声源生成随机数。 |
| 3 | 国产化硬件：CPU、内存、主板、冗余双电源、密码卡等核心部件均采用国产化硬件。  ≥1块双端口万兆网卡及配套光模块和光纤跳线。 |
| 4 | 安全合规：符合《GM/T0028-2014 密码模块安全技术要求》安全二级要求。 |
| 5 | 支持基于RSA/ECC密码算法的数字信封功能，并支持由内部密钥保护到外部密钥保护的数字信封转换功能。 |
| 6 | 采用由国家密码管理局批准使用的双物理噪声源生成随机数，可生成各类对称密钥（SM1、SM4、AES等）和非对称密钥（SM2、RSA 2048/4096等）。 |
| 7 | 设备内部支持对称密钥和非对称密钥的安全存储。密码机的内部密钥都位于内置的加密硬件中，且必须与授权管理员的USBKey进行密码运算，才能够提供服务 |
| 8 | 支持通过管理界面删除指定的对称或非对称业务密钥，也支持销毁全部业务密钥。支持通过物理开关对设备内全部密钥进行销毁。具有防暴力拆盖密钥自毁机制，销毁后通过任何技术均无法恢复。 |
| 9 | 采用基于密钥分割的方式备份密钥和安全数据，保障备份数据的安全性。采取高强度的密钥分割算法，只有满足最少数量的管理员才能进行恢复操作，备份密钥可恢复到相同型号的其它加密机设备中。 |
| 10 | 支持多级密钥保护模式，可根据使用单位的安全性和性能扩展需求，选择不同的密钥管理体系。 |
| 11 | 提供符合《GM/T 0018-2012 密码设备应用接口规范》的标准化接口，接口支持C、Java等主流编程语言。 |
| 12 | 支持多进程、多线程调用密码服务接口。 |
| 13 | 管理用户采用三权分立的模式，保障设备的安全访问，划分为系统管理员、安全管理员、审计管理员、系统操作员员四种类型。管理员和操作员身份通过USBKEY进行双因子认证。 |
| 14 | 支持断链修复功能，支持多机并行及负载均衡。 |
| 15 | 对称密码运算：密码机可提供基于 SM1、SM4、SM7、DES/3DES、AES 等算法的加解密功能，算法模式支持ECB/CBC/OFB/CFB/CTR/XTS/GCM/CCM 等。 |
| 16 | 支持断链修复功能，支持多机并行及负载均衡。 |
| 17 | 支持密钥管理功能：支持提供各类型密钥的生成、删除、查看、备份和恢复等功能。 |
| 18 | 标准接口：密码机提供 GM/T 0018、JCE、PKCS#11 等国密、国际标准规范接口。 |
| 19 | 网络协议：支持 IPV4/IPV6 双栈协议。 |
| 20 | 系统运行平均故障间隔时间(MTBF)：≥30000小时。 |
| 21 | 2048位RSA签名/验签≥15000/30000次/秒；SM2签名/验签≥200000/100000次/秒；SM2加密/解密≥50000/50000次/秒；SM1算法加解密≥1Gbps；SM4算法加解密≥1Gbps；SM3杂凑算法≥1Gbps；随机数生成≥1Gbps。 |
| 序号 | 资质要求 |
| 1 | 服务器密码机具备国家密码管理局商用密码检测中心颁发的《商用密码产品认证证书》（提供证书扫描件）。 |

### 数据库密码机

|  |  |
| --- | --- |
| 序号 | 功能参数要求 |
| 1 | 支持国密算法SM4对称密码算法，支持国密算法SM3摘要算法。 |
| 2 | 支持Oracle、MySQL、SQL Server、达梦、人大金仓、OpenGauss等主流数据库透明加密。 |
| 3 | 支持独立于数据库的细粒度权限控制，支持对库、表甚至列的操作权限控制，防止高权限用户或非法用户越权访问敏感数据。（需提供产品功能截图）。 |
| 4 | 支持应用无需改动代码即可实现对敏感数据的完整性保护。 |
| 5 | 支持数据库动态脱敏。 |
| 6 | 支持使用三方密钥管理系统中的密钥保护数据库数据安全。 |
| 7 | 支持网关模式通过网络接入，应用简单修改数据库IP 即可接入数据库加密机。 |
| 8 | 支持内置敏感数据识别规则，用户也可以根据业务需要，增加自定义敏感数据识别规则。（需提供产品功能截图）。 |
| 9 | 支持应用零改造集成（可提供截图证明）。 |
| 10 | 单节点支持配置多个不同的存储设备，支持为不同应用分配独立的存储设备。 |
| 11 | 支持国产主流CPU、操作系统、数据库、中间件兼容互认证；提供证明兼容互认证材料。 |
| 12 | 支持加密网关部署的数据库加密模式。 |
| 13 | 加密和完整性保护对应用无影响，应用无需改造代码即可实现加密和完整性保护。 |
| 14 | 支持本地密钥管理和连接第三方密钥管理系统两种密钥管理模式。 |
| 15 | 本地密钥管理，密钥生成时采用由内部的密码卡的物理噪声源芯片生成的随机数，密钥生成后由加密卡中的保护密钥加密后存储。提供密码卡商用密码产品认证证书，为保障密码芯片、密码卡安全性推荐与设备厂商为同一家。 |
| 16 | 本地密钥管理，支持密钥安全管理，通过管理控制台集中管理所有加密密钥。 |
| 17 | 支持连接密钥管理系统，由密钥管理系统进行密钥生命周期管理。 |
| 18 | 支持对密钥及系统配置等重要数据的备份/恢复机制，系统管理员可方便的在管理控制台完成系统备份操作，可下载到本地进行妥善保存。 |
| 19 | 支持基于HTTPS实现远程管理和配置 |
| 20 | 支持高可用配置，通过配置数据集群和 keepalived 集群，实现灾备功能。（需提供产品功能截图）。 |
| 21 | 支持系统用户管理，支持根据三权分立原则划分用户角色及权限，包括管理员、审计员、操作员。 |
| 22 | 支持所有的关键操作均记录日志，可对系统中所有的日志进行查询和审计。 |
| 23 | 支持配置系统网络、系统时间等系统配置。 |
| 24 | 数据库加密表实时查询速率≥52000 条/秒。 |
| 25 | 数据库加密表实时插入速率≥26000 条/秒。 |
| 26 | 数据库加密表实时更新速率≥25000 条/秒。 |
| 27 | 2U机架式，CPU、内存、密码卡等核心部件均采用国产化硬件；标准冗余电源；网络接口≥2\*千兆电口；≥2\*万兆光口及配套光模块和光纤跳线； 内存≥32G。 |
| 序号 | 资质要求 |
| 1 | 数据库密码机具备国家密码管理局商用密码检测中心颁发的《商用密码产品认证证书》（提供证书扫描件） |

### 统一认证系统

|  |  |
| --- | --- |
| 序号 | 技术要求 |
| 1 | 支持需要使用多因素认证服务的用户信息管理功能，用户信息至少包括用户名称、用户唯一标识、证件类型、证件号、手机号等基本信息配置管理。敏感信息加密保存，隐藏关键字段显示。 |
| 2 | 支持用户分组管理，能够针对不同的用户类型进行分组管理后，可以通过分组进行统一授权。 |
| 3 | 支持终端设备、服务器设备等数字资产管理，至少包括资产名称、资产IP地址、资产操作系统、操作系统版本、资产类型等基本信息配置管理，支持通过接口同步方式、或者客户端采集终端信息自动注册方式实现资产信息的采集。 |
| 4 | 支持同一类型资产的分组管理，可以针对资产组的统一授权访问管理。 |
| 5 | 支持基于用户或用户组访问资产或者资产组的访问控制权限管理，授权配置至少包括设置授权有效期，用户或用户组，资产或资产组等基本信息 |
| 6 | ▲多因素认证客户端插件信息监控和管理功能：能够实时监控资产安装的多因素认证客户端的认证访问状态、关键配置信息的更改情况、认证连接和访问情况的监控和功能功能，支持配置策略采用数据完整性保护技术处理后的配置下发同步。（提供产品功能截图）  支持通过在本地直接进行各类算法（SHA256、国密算法SM3）的摘要计算，签名，验签，对称加密，非对称加密等计算，实现本地文件、数据、程序的完整性保护。 |
| 7 | 多因素认证客户端插件工作状态监控，至少包括是否处于在线或者离线状态、是否有效或者失效状态等。 |
| 8 | 支持资产数字证书申请管理功能，至少能够查询统计资产名称、资产IP、对应的设备证书序列号、证书状态、证书起始时间、证书结束时间、证书操作（申请、更新、注销等）信息 |
| 9 | 详细的认证安全策略配置管理和监控，至少包括安全策略名称、安全策略标识、安全策略类型、策略响应措施、策略优先级、违规次数配置、违规时长、封禁时长等基本需求配置功能。 |
| 10 | 详细的认证日志记录，用于事后审计，至少包括认证记录、数字证书申请记录、服务器配置操作记录和异常认证记录等基本日志记录要求。 |
| 11 | 认证日志至少需要记录资产名称、资产IP地址、用户访问账户、用户访问认证方式、认证访问结果，如果认证失败，失败原因描述、认证访问时间等基本审计信息。 |
| 12 | 数字证书日志至少需要记录资产名称、资产IP地址、证书申请类型、数字证书序列号、数字证书申请时间、申请结果、如果失败，失败原因描述、 |
| 13 | 操作日志和审计功能主要是针对登录访问多因素认证系统的管理用户，进行平台配置管理日志信息记录和审计功能，至少包括管理账户、操作类型（增加、删除、修改）、操作功能、操作资产对象的IP地址、操作状态、操作时间等进行查询管理，支持针对每条记录进行单独审计操作和审计管理。（提供产品功能截图） |
| 14 | 异常认证记录主要针对违规账户、违规IP地址对于资产IP地址发起的违法安全策略的访问请求，进行统一的记录，作为对平台发起认证攻击的记录和预警。 |
| 15 | ▲CA认证源配置管理和对接：能够支持CA机构的配置和CA服务的对接，至少包括CA机构的名称、CA机构接口地址、与CA机构通讯数字证书配置，配置完成后，可以直接通过接口调用，为多因素认证体系提供数字证书管理和应用服务。（提供产品功能截图）  需要支持对接上海市卫生健康行业市区两级电子认证平台的证书接口，实现符合卫生行业格式的数字证书发放使用。 |
| 16 | 支持将用户登录访问windows操作系统、linux操作系统的认证请求推送或者扫码方式通过手机数字证书进行统一证书认证后实现合法登录访问。 |
| 17 | 多因素认证客户端和服务端通讯均采用国密数字证书进行双向身份认证和国密算法加密传输通讯，关键敏感配置信息采用国密算法进行完整性保护和验证。 |
| 18 | 国产化硬件：CPU、内存、主板、冗余双电源、密码卡等核心部件均采用国产化硬件。  ≥1块双端口万兆网卡及配套光模块和光纤跳线。 |
| 序号 | 产品资质要求 |
| 1 | 统一认证系统具备国家密码管理局商用密码检测中心颁发的商用密码产品认证证书（提供证书复印件） |
| 2 | 统一认证系统具备公安部计算机信息系统安全产品质量监督检测中心颁发的《网络安全专用产品安全检测证书》（提供证书复印件） |
| 3 | 统一认证系统具备国家网络与信息系统安全产品质量检验检测中心颁发的《信息技术产品安全测试证书》（提供证书复印件） |

### 文件加密网关

|  |  |
| --- | --- |
| 序号 | 参数要求 |
| 1 | 支持基于SM2/SM3/SM4算法的国密SSL通道与文件系统密码模块客户端通信。 |
| 2 | 支持可视化客户端集中管理功能。 |
| 3 | 支持查看所有已部署的免改造机密性保障模块和免改造完整性保障模块运行情况。 |
| 4 | 支持管理账号分权，安全策略管理及安全审计功能。 |
| 5 | 支持客户端日志记录、告警信息的归集、查询、统计功能。 |
| 6 | 支持在线自定义配置机密性保护对象、自定义配置完整性保护对象。 |
| 7 | 支持物理机/虚拟机部署。 |
| 8 | 支持在国产芯片和操作系统上安装部署。 |
| 9 | 单台文件系统密码模块服务端可以支持200台文件系统密码模块客户端。 |
| 10 | 能完成操作系统内置式本地加解密，无需对外发送业务数据。 |
| 11 | 支持应用系统免改造实现数据存储加密，不存在也不需要加解密接口开发和适配环节。不改变现有网络架构，不改变现有存储架构。 |
| 12 | 支持对文件数据进行基于SM4算法的加密存储，并且对数据存储机密性保护进行集中管理。 |
| 13 | 支持物理机/虚拟机部署。 |
| 14 | 支持windows/linux及国产操作系统。 |
| 15 | 嵌入操作系统内核，具备防杀进程、防卸载功能。 |
| 16 | 支持从服务端配置指定客户端所在服务器的指定数据库数据目录进行全库加密。 |
| 17 | 支持基于操作系统内核层的文件加解密，从而全面适用结构化/半结构化/非结构化数据类型。 |
| 18 | 支持全面的透明加解密，不影响数据库检索功能，不影响数据库模糊查询功能，不影响数据库存储过程功能，不影响NFS远程数据挂载功能，不影响Docker容器数据持久化功能，不影响大数据架构HDFS分布式存储的数据组织及检索功能。 |
| 19 | 支持一文一密，显著降低数据泄露风险。 |
| 20 | 加解密性能不低于1Gbps。 |
| 21 | 具备可靠的的密钥全生命周期管理功能。 |
| 22 | 国产化硬件：CPU、内存、主板、冗余双电源、密码卡等核心部件均采用国产化硬件。  ≥1块双端口万兆网卡及配套光模块和光纤跳线。 |
| 序号 | 资质要求 |
| 1 | 具备国家密码管理局商用密码检测中心颁发的商用密码产品认证证书 |

### 密码服务管理平台

|  |  |
| --- | --- |
| 序号 | 功能参数要求 |
| 1 | 满足以下全部功能并支持全院业务系统密码应用安全性评估服务和管理需求。 |
| 2 | 提供认证策略管理：用户首次接入认证的策略配置；访问策略配置：配置用户访问资源的策略，用户客户端策略配置；信任评估：实时评估用户访问行为，形成决策信息；策略联动：接入外部安全大脑，形成决策信息。 |
| 3 | 提供动态访问控制：基于上下文信息，对用户访问动作进行权限判定；挑战认证：用户访问敏感资源时，发起挑战认证；服务隐身：隐藏应用系统的对外端口，对外只提供传输网关和认证服务；单包敲门：利用SPA技术，打开服务隐藏端口，完成认证接入；传输加密：使用GM SSL协议，加密通讯数据；网络管控：根据网络访问规则，限制用户终端应用的网络接入能力。 |
| 4 | 支持算法自适应：根据客户端协议自动适配不同的算法证书；协议自适应：根据客户端协议自动选择不同的加密算法；用户认证：通过双向认证协议认证用户身份；多站点证书：可配置多个站点证书，不同的服务使用不同的站点证书。 |
| 5 | 支持动态路由：不重启服务的情况下，使修改的API路由规则的实时生效；服务治理：根据代理服务的健康状态，动态转发请求；负载均衡：每个代理服务可配置多个实例，自动实现负载均衡；熔断限流：根据实时访问流量，自动限制访问频率，降低服务压力；认证鉴权：实现代理服务的统一鉴权。 |
| 6 | 支持接口画像功能：以图表的形式展示某个接口的性能指标、调用频率等；服务画像：以图表的形式展示某个服务的性能指标、调用频率等 |
| 7 | 提供仿真测试环境为方便应用系统的加载测试、密码设备的调整测试、专项密码应用的定制开发测试、以及平台本身的升级维护测试等需要。 |
| 8 | 提供开发者指南统一提供开放的一体化开发仿真环境和开发指南。 |
| 9 | 配套基于密码安全认证的零信任客户端，支持Windows版、Linux版、Android版、IOS版。 |
| 10 | 提供密码评分数据展示：能够查看所有业务系统的评分结果，每个测评单元得分情况，并按照评测结果给出相应的整改意见。（提供产品功能截图） |
| 11 | 提供监控大屏展示：实时展示平台用户、设备、业务、评估结果等业务数据。 |
| 12 | ▲提供设备网络拓扑图，能够根据设备数据，实时构建网络拓扑图，能够查看数据流向，查看设备监控状态，硬件基本信息、设备基本信息等。（提供产品功能截图） |
| 13 | 提供密码设备管理，提供对设备数据增、删、改、查属性；提供按照产品方向，产品类型、硬件类型分类管理设备 |
| 14 | 提供密码设备监控，能够实时监控设备CPU、内存、Sys Load、网络、磁盘等数据，并以图表的形式展示出来；提供监控密码设备主机情况，状态异常时，主动下线。提供产品功能截图。 |
| 15 | 提供密码服务管理，提供对服务数据增、删、改、查属性、状态管理、与接口关联等； |
| 16 | 提供密码服务关联密码设备，能够实现不同设备间的负载均衡，也可根据权重配置负载方式，提供在不停机的情况下，实时添加负载设备，实现动态扩容 |
| 17 | ▲提供密码服务动态路由，能够在后台灵活配置服务监听路径，代理路径，灵活实现服务的动态路由。（提供产品功能截图）。 |
| 18 | 提供密码服务的远程部署，能够在管理平台上传部署包，实现服务的远程部署 |
| 19 | 提供密码接口管理，提供对服务数据增、删、改、查属性、状态管理、与密码服务关联等 |
| 20 | 提供密码接口画像，能够查看某个密码接口的调用情况，按照时间维度的调用曲线，调用耗时统计、调用结果统计等。（提供产品功能截图） |
| 21 | 提供服务分组管理，提供按照业务用途，服务类型将密码服务、密码接口灵活分组，便于权限管理。（提供产品功能截图） |
| 22 | 提供访问策略管理，能够按照IP黑白名单、访问频率（秒、分、小时、天多个细粒度）、访问时间、请求体大小、服务组等多个维度管控业务系统调用密码服务，实现灵活的访问控制配置。（提供产品功能截图） |
| 23 | 提供用户统一管理，提供按照机构、唯一标识、姓名、手机号、证件号、认证状态、用户状态查询用户数据；提供配置分类字段； |
| 24 | 提供用户同步，能够通过配置，将密码设备中的所有用户数据同步到平台，统一管理，密码设备中的用户数据修改时，平台的用户数据会同步修改 |
| 25 | 提供业务系统管理，提供对业务系统数据增、删、改、查属性、状态管理、关联访问策略等 |
| 26 | 提供多种鉴权方式，能够为不同的业务系统配置不同的鉴权方式，鉴权方式包括账号密码，数据签名，HMAC签名等 |
| 27 | 提供证书统一管理，提供按照机构，证书算法、证书类型，证书状态等条件查询证书数据，提供配置分类字段； |
| 28 | 提供证书同步，能够通过配置，将密码设备中的所有证书数据同步到平台，统一管理，密码设备中的证书数据修改时，平台的证书数据会同步修改。（提供产品功能截图） |
| 29 | 提供业务调用异常管理，提供以列表的形式展示异常数据，可查看单条异常数据的详情，调用时间、失败原因等 |
| 30 | 提供业务调用异常统计，提供以业务系统、调用时间、异常分类、异常占比不同维度展示业务调用的异常情况，能够以饼图、折线图、水波图，柱形图等不同形式展现 |
| 31 | 提供平台操作日志审计，提供基于操作模块、操作人、输入IP、操作内容关键词、时间周期等查询日志。 |
| 32 | 提供平台登录日志审计，可直观地查询某个账户的登录、退出日志。 |
| 33 | 提供业务系统调用日志管理，提供以机构、业务系统、业务序列号、服务名称、接口名称、操作结果，调用时间等条件查询日志 |
| 34 | 提供证书数据统计，能够按日期统计，并展示证书数量折线统计图、分类柱状图、状态饼状图以及算法占比图； |
| 35 | 提供用户数据统计，能够按日期统计，并展示用户数量折线统计图、状态饼状图以及认证状态占比图； |
| 36 | 提供业务数据统计，能够按日期统计，并展示业务折线统计图、服务柱状图、应用调用饼状图以及调用耗时1ms内占比图。 |
| 37 | ▲提供密码自评功能，能够以问卷的形式，对业务系统进行预评估，形成评估结果，自动提出修改意见。（提供产品功能截图） |
| 38 | ▲提供密码自测工具，能够以页面的形式提供密码自测工具，包括验证PDF有效性、验证数据签名有效性，验证证书有效性等。（提供产品功能截图） |
| 39 | 提供机构管理，提供对机构数据数据增、删、改、查属性、状态管理； |
| 40 | 提供数据分权分域管理，能够以机构的维度的所有的业务数据进行逻辑隔离。（提供产品功能截图） |
| 41 | 提供管理员权限管理，能够按照不同的角色给管理员分配权限，提供动态修改角色的权限，实现灵活的权限配置 |
| 42 | 提供平台菜单配置，能够在管理后台动态配置平台菜单目录，修改菜单顺序，菜单名称，状态等。提供产品功能截图。 |
| 43 | 提供告警配置，提供设置监控阈值、监控信息发送方式以及监控信息接收人；可分别设置CPU、内存、磁盘的告警值；提供钉钉、邮箱通知；提供记录告警日志。提供产品功能截图。 |
| 44 | 提供巡检报告管理，提供在管理后台统一管理运维巡检报告，也可通过配置实现自动生成巡检报告。（提供产品功能截图） |
| 45 | 提供统一服务管理，所有密码服务由平台API网关对外统一发布，业务系统只调用网关一个地址 |
| 46 | 提供统一服务鉴权，所有业务接口由平台API网关统一鉴权 |
| 47 | 提供统一配置管理，在平台可集中管理所有密码设备的系统配置 |
| 48 | 提供统一业务监控，在平台可集中查看所有密码设备的业务调用情况，可基于服务、接口的维度查看 |
| 49 | 提供统一设备监控，在平台中可集中查看所有密码设备的主机情况、实时监控设备运行数据。提供产品功能截图。 |
| 50 | 提供统一认证功能，具备高度可配置性和可扩展性，能够适应不同业务系统的统一认证需求；提供多种认证协议，如OAuth2.0、JWT、CAS等； |
| 51 | 支持微服务架构，并支持虚拟机、容器化部署。 |
| 52 | 支持分布式架构、水平扩展和负载均衡，以满足高并发认证请求的需求。 |
| 53 | 具备高可靠性和容错性，能够在硬件或软件故障的情况下保持系统稳定运行 |
| 54 | 具备数据安全保护机制，包括密码存储、传输和使用过程中的加密和防护措施 |
| 55 | 具备完善的开发文档、示例代码和SDK，以简化集成和定制开发过程 |
| 56 | 符合《GMT 0050-2016 密码设备管理 设备管理技术规范》要求，支持与医院已部署数字证书认证系统、签名验签服务器、时间戳服务器、电子签章系统、移动智能终端签名验签系统以及本次采购的服务器密码机、安全认证网关、数据库加密机、文件加密网关、统一认证系统等密码产品进行对接，实现现有设备的服务加载、状态监控、配置同步功能，能够通过安全通道协议，实现与密码设备的安全通信，提供对密码设备资源进行统一管理和监控。 |
| 57 | 国产化硬件：CPU、内存、主板、冗余双电源、密码卡等核心部件均采用国产化硬件。  ≥1块双端口万兆网卡及配套光模块和光纤跳线。 |
| 序号 | 资质要求 |
| 1 | 密码服务管理平台具备国家密码管理局商用密码检测中心颁发的《商用密码产品认证证书》（提供证书复印件） |
| 2 | 密码服务管理平台支持信 创环境部署，须通过上海信 创公共服务平台适配，具备上海软协信 创工委会颁发的《信 创产品评估证书》。 |

### 密码应用服务

|  |  |
| --- | --- |
| 序号 | 功能参数要求 |
| 1 | 参考相关国标、行标、行业主管单位下发的指导文件，协助用户确定测评系统边界，并明确定级标准与测评定级。 |
| 2 | 以《GM/T39786-2021 信息系统密码应用基本要求》、《信息系统密码应用基本要求》等相关标准文件，通过工具扫描和人工核查等安全测试方法，对被测系统进行安全风险评估、排查，对信息系统进行密码应用的差距分析。结合测评标准提供差距分析报告与整改实施建议。 |
| 3 | 以《GM/T39786-2021 信息系统密码应用基本要求》、《信息系统密码应用基本要求》等相关标准文件，结合行业特性要求、监管单位要求和密码安全业务需求进行系统方案设计与撰写。 |
| 4 | 协助密测检测机构，对《信息系统密码应用解决方案》进行专家评审或机构评审，并依据评审结论，对方案进行修订，完成方案最终评审。 |
| 5 | 以《GM/T39786-2021 信息系统密码应用基本要求》、《信息系统密码应用基本要求》等相关标准文件，结合《信息系统密码应用解决方案》及密测标准，梳理整改要点和实施改造指南，辅助集成商进行系统对接及改造，并提供咨询服务。 |
| 6 | 辅助用户完成密测测评全流程资料准备，配合用户与测评机构完成系统现场测评的人员访谈、文档查阅、技术核查与测评配合等工作，配合用户通过密测，获取密测报告。 |
| 7 | 承诺协助用户开展现有密码体系利旧改造 |
| 8 | 具备相关产品备品备件能力，具备7\*24小时报障热线，隔日提供备件能力 |

## 维保期及服务要求

1. 维保期：项目验收合格之日起36个月。
2. 指定至少1名售后技术工程师，1名资深研发工程师长期为医院提供技术支持服务，充分确保项目成功实施的各种项目资源协调。
3. 维保期内派专职专业工程师负责服务跟踪，每半年对系统巡检一次，保证系统在最优化的状态下稳定运行。
4. 维保期内出现影响用户业务的故障时，根据故障等级，提出相应的故障解决方案；
5. 维保期内对应用软件提供免费升级服务、免费提供安装部署、初始化配置系统服务；保证维保期后，院方新增应用系统时，提供免费软件对接等技术服务；
6. 根据院方实际工作需要进行修改并满足工作要求，并维护期内，保证维保范围内功能模块满足客户化需求。
7. 保证免费按时完成因上级部门政策要求调整、业务管理模式改变、医院信息化测评要求等而进行业务应用系统的升级和维护；
8. 提供7\*24小时电话、网络技术支持服务，遇到系统故障15分钟内响应，能够2小时内远程解决，远程无法解决的4小时内到达现场服务直至问题妥善解决。
9. 如医院遇系统调整、机房搬迁、重大活动等需要现场保障的，需派技术工程师前往现场保障，直至保障任务结束；

10.进度要求：

本项目实施周期为6个月。

1）项目总体进度及阶段性节点如下：

（1）第1个月，完成密码应用方案设计，并通过评估；

（2）第2个月至第4个月，完成密码应用新建；

（3）第5个月至第6个月，完成系统运行效率、使用效果的后评价工作，并通过项目验收。

2）详细计划如下：

| 阶段 | 时间节点 | 工作内容 | 实施主体 | 阶段性节点 |
| --- | --- | --- | --- | --- |
| 商用密码平台一期建设方案设计 | 第1个月 | 密码应用方案沟通研讨，确定改造内容和范围。 | 系统建设单位 |  |
| 开展密码应用方案设计，确定项目总体整体架构，明确项目实施周期和关键时间节点。 |
| 开展详细的密码应用方案编制，完成系统现状分析、密码应用需求分析、技术方案、安全管理方案和实施保障方案等内容的编制。 |
| 根据密码应用的场景及方案设计内容。 |
| 对方案进行评估。 | 密评机构 | 密码应用方案通过评估 |
| 选择集成商密码应用建设 | 第2个月-第4个月 | 选择集成商，负责系统的商用密码平台一期建设 | 系统建设单位系统建设单位、系统集成商 | 选择密码应用新建集成商完成本项目密码保障体系中的技术体系建设 |
| 根据密码应用技术方案中的密码服务清单，使用对应的密码资源。 | 系统建设单位 | 完成本项目密码保障体系中的管理体系设计 |
| 根据密码应用技术方案，复用系统所在的云机房电子门禁系统、视频监控系统。 |
| 根据密码应用技术方案，对系统网络和通信层面的身份鉴别、网络传输通道、集中管理通道等方面的安全需求进行商用密码平台一期建设。 |
| 根据密码应用技术方案，对系统设备和计算层面的管理员登录身份鉴别、远程管理身份鉴别信息传输、访问控制信息、重要应用程序、日志记录等方面的安全需求进行商用密码平台一期建设。 |
| 根据密码应用技术方案，对系统应用和数据层面的访问用户身份鉴别数据、医疗数据、业务日志数据等方面的安全需求进行商用密码平台一期建设。 |
| 根据安全管理方案，设计密码安全管理制度、人员管理、设备管理、应急处置等方面的管理体系。 |
| 试运行 | 第5个月 | 开展系统试运行、收集试运行期间的性能，效率、安全状态等数据，根据试运行情况做进一步评估和优化。 | 系统建设单位 | 开始试运行 |
| 项目验收 | 第6个月 | 完成系统运行效率、使用效果的后评价工作，根据评价结果进行项目验收。 | 系统建设单位 | 通过项目验收 |

11.团队要求：

1）组织和人员保障

我单位将该项目作为重点任务，在项目组织上本着“统一领导、健全组织、合理分工、密切协作”的原则，明确项目组织形式，设置项目组织架构，按照职责分工开展工作，为顺利实施商用密码平台一期建设项目，高质量、高效率完成商用密码平台一期建设提供组织保障。

项目组织形式见下图，各组工作实行组长负责制。

![](data:image/x-emf;base64,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)

各组人员组成及工作职责如下表所示。

|  |  |  |
| --- | --- | --- |
| 序号 | 名 称 | 工作职责 |
| 1 | 项目负责人 | 总体负责项目的技术、组织和财务等方面工作，宏观把握项目改造内容和建设目标。 |
| 2 | 项目技术组 | 由项目负责人及项目骨干组成，负责项目总体管理、各部分工作协调、项目进展情况和项目完成情况的监督检查、项目改造后的质量把关。 |
| 3 | 项目财务组 | 由我单位财务部门负责人和骨干组成，负责项目执行过程中的经费管理。 |
| 4 | 质量保障组 | 负责按照本项目制定的质量保障措施，落实质量监督和管理。 |

1. 经费保障

本项目执行过程中，将严格按照单位资金使用管理办法，进行经费使用，确保经费使用合规。

1. 质量保障

在项目建设实施过程中，通过组织项目定期会议，保障实施工作按计划进行；同时对于项目实施过程中出现的偏差或问题，及时沟通协调，必要时通过项目技术组向项目负责人进行汇报，并形成相应的决策意见和修订方案。

1、项目例会制度

项目通过定期例会和不定期会议来跟踪项目进度，反馈和讨论项目实施过程中的问题，对项目技术方案进行评审，对计划完成情况进行总结和说明，同时对后续计划进行确认。在遇到技术障碍或方案涉及重大变更时，通过不定期会议，由项目技术组或质量保障组讨论决策，针对出现的变更或重大问题进行及时修正，并制定相应的措施和方案。

2、项目周报机制

由项目技术组制定项目进展周报机制，每周五提交本周的项目进展、阶段成果、遗留问题和下周计划，质量保障组对项目进度进行统筹跟踪，协调相关人员和资源，保障项目如期完成。

3、风险管理机制

项目在实施过程中，建立完善的风险管理机制，包括项目风险的识别、评估和管理，从资金、成本控制、采购合规、技术、人才、管理等多个方面进行风险管控，包括确定风险发生时的备选方案、资金、设备和人员等；定期检查和评估风险消减措施是否有效；定期进行风险排查；制定风险应对的启动机制等措施。

1. 监督检查

监督检查是保证项目实施各阶段的活动顺利开展的重要措施，拟通过如下几类活动开展监督检查工作：

阶段评审：在系统实施过程中，定期地或阶段性地对系统和文档进行评审。在本项目中拟进行以下三次评审：第一次评审方案合理性、确认验收方法；第二次评审方案的实施计划，实施步骤、测试方法，试运行方案等，并对第一次评审结果复核；第三次评审功能和综合检查。阶段评审要组织专门的评审小组，评审小组原则上由实施小组成员、用户项目管理小组成员、我公司代表等构成。

日常检查：在本项目实施过程中，督促各子系统填写项目进展报告，即各个设备调试进展报告、软件安装部署阶段进度表、项目完成情况表等三张表格。项目管理人员可以通过项目进展报告发现有关项目实施过程中的问题

5）其他

项目负责人具有注册信息安全专业人员CISP资质（或同等）资质优先考虑。

12.其他要求

1）投标人具有近三年类似项目业绩的优先考虑；

2）投标人具有ISO27001信息安全体系认证证书、CS信息系统建设和服务能力评价等级证书、ITSS信息技术服务标准符合性证书证书的优先考虑。

3）投标人需提供的密码应用安全解决方案设计包括：密码应用技术框架设计、密码服务支撑体系设计、物理和环境安全设计、网络和通讯安全设计、设备和计算安全设计、应用和数据安全设计、密评高风险项控制设计、密钥管理安全设计、以安全管理方案设计及安全与合规性分析。